附件

中心信息化运维服务（硬件类）要求

一、资质要求

（一）投标人具有独立承担民事责任的能力和履行合同能力。

（二）投标人参加本次比选活动前三年内，在经营活动中没有重大违法违规记录。

（三）投标人具有良好的商业信誉和健全的财务会计制度。

（四）投标人具有依法缴纳税收和社会保障资金的良好记录。

（五）投标人提供营业执照等相关资质文件，并加盖公章。

二、服务需求
运维服务包含采购人办公场所在用的信息IT 类设备、数据中心机房所有IT设备、设施以及核心网络设备、安全设备等。

（一）服务团队要求 
1.要求安排1名一线工程师以驻场模式提供5*8小时运维服务，每天至少1次现场巡检，接受采购人的管理，服从采购人安排相关工作，包括特殊时期、节假日、重大活动时期的加班值守等。

2.要求应组建至少由4名专业工程师（包括1名网络工程师、1名服务器与存储工程师、1名安全工程师、1名供配电工程师）组成的二线技术支持团队，作为一线人员的补充，共同完成采购人所需各项服务内容，并严格遵守采购人的各项保密要求。

（二）技术服务要求
	服务项
	服务方式
	服务描述
	服务

输出
	服务频率

	基础运维

	机房环境维护
	现场
	1.对机房（约190㎡）及灾备机房（约40㎡）的环境及温湿度、一体化机柜、供配电系统、空调系统、消防系统、监控系统等基础设施进行日检；

2.针对巡检发现的安全隐患进行防范和处理，对基础设施故障进行处理。
	运维日志，月度、季度运维报告
	日常

	桌面及

终端设备维护
	现场
	1.桌面设备：计算机终端（台式电脑、笔记本电脑及图形工作站）约250台、打印机（一体机）约50台、大型复印机约5台以及若干碎纸机等各类外设的软硬件维护；

2.对台式电脑、笔记本电脑进行病毒检测和清除，操作系统与日常软件安装与性能优化；

3.对桌面终端与外设故障进行故障处理，并做好事件记录；4.设备管理（新装、报废、变更登记等）。
	运维日志，月度、季度运维报告
	日常

	网络与

安全设备维护
	远程+现场
	1.每日巡检设备（交换机约120台，无线控制器、无线AP约140台，防火墙约6台，上网行为管理2台，日志审计1台，漏洞扫描1台，集中控制平台等）工作状态，记录重要工作参数；

2.定期对巡检记录和日志进行分析，及时发现存在的安全问题和隐患并处理；

3.解决日常运维中遇到的各类技术问题；

4.对网络及安全设备故障进行处理；

5.协助进行网络及安全新设备部署及调试，优化网络拓扑结构，定期备份设备配置。
	运维日志，月度、季度运维报告
	日常

	服务器与存储设备

维护
	远程+现场
	1.对服务器约20台及存储设备4台的日常性能和运行状况进行监控；

2.整理相关配套维护文档；

3.对服务器及存储设备故障进行处理；

4.按照数据备份策略，定期对数据备份清单内容进行备份；

5.进行服务器及存储新设备部署及调试。
	运维日志，月度、季度运维报告
	日常

	综合布线系统维护
	现场
	1.对综合布线物理链路进行日常巡检；

2.对标识缺失的链路进行重新标识；

3.综合布线系统如需改造，督促施工方按标准完成，并按要求进行验收。
	月度、季度运维报告
	日常

	其他

信息化工作
	/
	完成采购人安排的其他临时性工作。
	/
	按需

	故障设备维修与配件更换说明：

1.对于保内设备，服务提供商负责与厂家沟通、跟进有关情况，配合厂家完成处理；

2.保外设备，服务提供商提出维修或更换建议报采购人，并与维修服务方进行对接，配合做好维修或更换工作。


三、其他要求

（一）投标人具有iso27001信息安全管理体系认证以及iso9001质量管理体系认证。

（二）投标人需根据服务内容给出报价。

（三）在本项目的履约过程中，如果服务团队人员出现安全等事故，投标人将承担全部法律责任和赔偿所有经济损失（提供承诺函原件）。

四、预算金额

本项目年度预算金额约13万元。
